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Decision/action requested

Discuss and approve the text proposal
2
References

[1]
Draft TR 28.802: "Study on management aspect of next generation work architecture and feature v0.7.0".

[2]
3GPP TS 23.501: "Technical Specification Group Services and Systems Aspects; System Architecture for the 5G system; Stage 2 v1.2.0". 
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Rationale

Firstly, in latest TS 23.501[2], clause 6.2.6 defined NF profile which is used for NF and service discovery, detailed information is described as follows:
6.2.6
NRF

The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.

-
Maintains the NF profile of available NF instances and their supported services.

NF profile of NF instance maintained in an NRF includes the following information:

-
NF instance ID
-
NF type
-
PLMN ID
-
Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID

-
FQDN or IP address of NF
-
NF capacity information

-
Names of supported services
-
Endpoint information of instance(s) of each supported service
-
Other service parameter, e.g., DNN
Editor's note:
whether service authorization information is included in every NF profile or in an independent authorization profile, is FFS.
In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

NOTE:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.
Secondly, in latest TS 23.501[2], clause 7.1.5 describes Network Function Service registration and de-registeration.

7.1.5
Network Function Service registration and de-registration

For the NRF to properly maintain the information of available NF instances and their supported services, each NF instance informs the NRF of the list of NF services that it supports. The NF instance may make this information available to NRF either when the NF instance becomes operative for the first time (registration operation) or upon individual NF service instance activation/de-activation within the NF instance (update operation) e.g. triggered after a scaling operation.

The NF instance may also de-registers from the the NRF when it's about to gracefully shut down or disconnect from the network in a controlled way.

Editor's note:
It's FFS how NRF becomes aware of unavailable/unreachable NF instances due to problems (e.g. NF crashes, network issues).
As mentioned above, the use case of management support for NRF can be updated as follows to align with TS 23.501[2]: 
· Use NF profile defined in TS 23.501 [2] instead of discovery information.

· Update the use case to describe 3GPP management system assist 5GC NF instance register/de-register with NRF the NF profile of 5GC NF instead of 3GPP management system register/de-register with NRF the NF profile of 5GC NF directly.
· Update the use case to cover the scenario of multiple NRFs can be deployed at different levels.
4
Detailed proposal

It is proposed to make the following changes to draft TS 28.802 [1].
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5.4.3
Management support for NRF

5.4.3.1
Goal
The operator wants to maintain the NF profile of the 5GC NF instance and their supported services in the NRF [2].

Note: the detailed information of NF profile is defined in TS 23.501 [2]. .

5.4.3.2
Pre-conditions
The NRFs which store the NF profile for the available 5GC NF instances has been deployed.

5.4.3.3
Steps 

1. When a new 5GC NF instance is deployed, the 3GPP management system determines the NRF to maintain the NF profile of the new 5GC NF instance. 
The 3GPP management system makes the new 5GC NF instance aware of NF profile of the new 5GC NF instance and corresponding NRF information. 
The new 5GC NF instance informs the corresponding NRF of the NF profile. 
2. When the NF profile information of a 5GC NF is changed by 3GPP management system, the 3GPP management system makes the 5GC NF instance aware of the updated NF profile. 
The 5GC NF instance informs the corresponding NRF of the updated NF profile information.
3. When a 5GC NF is removed by the 3GPP management system, the 3GPP management system needs to inform the 5GC NF instance to make the NRF aware the 5GC NF instance is removed.
Editor's Note: using term "NF" or "NF instance" needs to be revisited.
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6.5
5GC management requirements
REQ-5GCN-CON-1 The 3GPP management system shall be able to support configuration management (e.g. CRUD MOI) on the 5GC NF/NE.

REQ-5GCN-CON-2 The 3GPP management system shall be able to collect performance data from the 5GC NF/NE.
REQ-5GCN-CON-3 The 3GPP management system shall be able to support fault management on the 5GC NF/NE.

REQ-5GCN-CON-4 The 3GPP management system should reflect the service based architecture characteristic in the NRM of 5GC CP NF/NE.
REQ-5GCN-CON-5 The 3GPP management system shall be able to establish the relationship between DSF and associated 5GC NFs.

REQ-5GCN-CON-6 The 3GPP management system shall be able to support coordination between lifecycle management operations on associated 5GC NFs and lifecycle management operations on DSF.

REQ-5GCN-CON-7 The 3GPP management system shall be able to provide the NRF information and NF profile of 5GC NF instance to 5GC NF instance.
Editor's Note: using term "NF" or "NF instance" needs to be revisited.
Note: management requirements related to network slicing is studied in TR 28.801, and are not specified in this TR.
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